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A R T I C L E  I N F O  ABSTRACT  

  The word cryptography comes from the Greek: krupto (hidden or 

secret) and grafh (writing), meaning "secret writing". In the past, 

cryptography could be interpreted as the science and art of 

maintaining the security of data or messages by encoding them in a 

form whose meaning could no longer be understood. In its 

development, cryptography is not only meant to encrypt data or 

messages, but also to maintain the security of data or messages. The 

research carried out by researchers is a type of research and 

development (R&D). The R&D research method is a research 

method used to produce certain products and test the effectiveness 

of these products. R&D is a process or steps to develop a new 

product or improve an existing product, which can be accounted for. 

At this stage, encryption and decryption testing of each algorithm 

will be carried out on text data with a number of characters varying 

between 10 to 100 characters and the output What will be displayed 

is the encryption result in the form of a ciphertext file and the 

running time. 1. The implementation of the RSA cryptographic 

algorithm was successful and the resulting system runs according to 

the algorithm used and the encrypted plaintext can be returned to its 

original form. 
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INTRODUCTION 

The word cryptography comes from the Greek: krupto (hidden or secret) and grafh (writing), 
meaning "secret writing". In the past, cryptography could be interpreted as the science and 
art of maintaining the security of data or messages by encoding them in a form whose 
meaning could no longer be understood. In its development, cryptography is not only 
defined as encrypting data or messages, but also maintaining the security of data or 
messages. The development of information technology today makes it easy to communicate 
and provide various information. But with this convenience, people forget that data security 
and privacy are important things in communication. As technology develops, the ease of 
sending information has risks and negative impacts, namely the security of information on 
the data sent. Because not just anyone can access data, including text that has been selected 
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because it is confidential and public. Meanwhile, applications such as WhatsApp, BBM, 
Facebook have a low level of security. To minimize these concerns, cryptography was born, 
namely the science of encoding and decoding data or making it disguised. 
 

METHODS 
to carry out the text data encryption process. In its work, the research procedure used is as 
follows: 
1. Literature study 
This research is carried out by the author by searching for journals and ebooks, to study and 
collect references and basic theories while studying various articles and journals on the 
internet. 
2. Data Collection 
Carry out data collection and review of the resulting data from the interview stage to sources 
regarding security measures for data that are used as reference material for the system that is 
being created. 
3. Sand design and application development 
At this stage of application design and development, an analysis of the appropriate 
procedures for the research in this case and text data is carried out so that the application 
which is the result of the research can achieve its objectives. The design created is then 
implemented in the SMS programming language. sVisual sBasic s.NET s2010. 
4. Test sTry sApp 
The testing stage is carried out while the application is being developed. This is so that the 
application can be ensured that it is running well, and if there is an error it can be detected. 
5. Writing reports 
Documentation is available at every stage of the design, up to drawing conclusions from the 
results of data analysis, and then being compiled to be used as a research report. 
 

RESULTS AND DISCUSSION 
The data needed in this research is text data. At the data analysis stage, text data input and 
stamp design are carried out. Then simplify the Rivest Shamir sAdleman (RSA) and Rotate 
13 (ROT13) algorithms in all applications to perform encryption and decryption. There are 
several program stages carried out, namely: s 
A. RSA algorithm 
1. Encryption 
A. Generate public and private keys 
B. Enter public text data and public key. 
C. Reading text data. 
D. Perform encryption 
E. Displays the results of ciphertext encryption. 
Decryption 
A. Enter ciphertext data. 
B. Enter the private key. 
C. Perform Decryption 
D. Displays plain text as the decryption result. 
 
2. ROT13 algorithm 
Encryption 
A. Enter text and key data.  
B. Reading text data.  
C. Perform encryption  
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D. Displays the results of ciphertext encryption. 
Decryption 
A. Enter the passtext and key.  
B. Read ciphertext data.  
C. Perform decryption  
D. Displays plain text as the decryption result. 
 
RSA and ROT13 Encryption Flowchart 
 

            

       
Encryption results with RSA and ROT 13 algorithms 
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RSA and ROT13 Algorithm Testing Process Time Results 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

 
 
 

CONCLUSION 
Based on the analysis, design and testing of Rivest Shamir Adleman (RSA) and ROT13 
(Rotate13) research algorithms in encrypting text files, several conclusions were obtained: 
The implementation of the RSA scriptography algorithm has been successfully carried out 
and the resulting system runs according to the algorithm used and the encrypted text can be 
returned to its original form. Based on the graph of the relationship between encryption 
process time and plaintext size, it shows that there is an influence on the speed of the 
encryption process based on the total length of plaintext in each algorithm. Based on the 
graph of the relationship between encryption process time and decryption process time, it 
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shows that the time used does not have much difference. Based on changes in sciphertext 
results during testing, the use of the RSA and ROT13 scriptography algorithms here is 
relatively simple and very simple to secure text. 
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